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Enterprise Content 
Management in 
SharePoint and 
OneDrive









US$6.7B
$9.3B by 2020 (IDC)

US$9B
(Forrester)



• Items in a library30MM

•in a site collection (new)25TB

•Max file size10GB

•File previews (pdf, video, email, Adobe)New

•Extended file charactersNew





Office integration on 

Windows, Mac, and mobile

• Save, share, real-time 

coauthoring

• Properties, recent, version 

history, check out/in

Content types

• Template and metadata, per-site 

or tenant-wide
News, pages, lists

Simple link sharing, 

internal and external
Office Lens

Discovery powered by 

Delve



Farm

Web application

Site 

Collection

Content database

/sales

/hr

/legal

/it

Sites Libraries Content Types – Metadata 

Presentation – Date | Client | Product

Client Correspondence – Date | Client

Policy – Date | Topic | Owner 

Forms – Subject | Effective Date 

Contract – Counterparty | Effective Date

Policy – Date | Topic | Owner

Presentation – Date | Client | Product

Policy – Date | Topic | Owner





•

•

Content Type Hub

Managed Metadata Service Application

Other Site Collection

Subscribed Content TypesLocal Content Types

Primary Site Collection





Organizing libraries 

and lists

• User-lead: custom columns, 

views, filtering, pinning

• IT-lead: shared taxonomy

PowerApps for custom 

mobile experience

Flow and LogicApps 

for workflow and 

process

Group conversation 

and calendar
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Platform security

• Physical and network security, 

customer lockbox, bring your 

own key

Keeping content secure

• Conditional access, Azure 

Active Directory and InTune, 

external sharing controls

• DLP and rights management

Awareness and insight

• Auditing, reporting, alerting

Information governance

• Retention

• eDiscovery

• ILM

• Records Management

















Protecting sensitive information with DLP

Identify

Protect

Monitor

End user 
education





Closing thoughts







The IT Balancing Act

Worker Expectations Enterprise Requirements



The IT Balancing Act

Worker Expectations

Work from anywhere

Unified view into content

Use own devices (BYOD)

Simplicity



The IT Balancing Act

Enterprise Requirements

Manage mobile records

Prevent data loss

Meet compliance

Content in SharePoint & Office 365



Most Useful Capabilities for Mobile Apps for SharePoint

AIIM SharePoint Industry Watch Report, August 2016



Colligo Engage 2016

Content Hub for the Digital Workplace



Colligo Engage 2016

Content Hub for the Digital Workplace



Flight Directors Deliver Award-

Winning On-Flight Service

One-stop-shop for all crew information

Mobile metadata speeds findability

Offline access in flight, hotels & shuttle

Electronic manuals meet compliance



Distributed Materials & Pricing to 

iPads Enable Sales Anywhere

Improved ECM with SharePoint

Central control over content distribution

Up-to-date regional pricing & inventory

Offline sale enablement anytime, anywhere



Aerospace & Defense Company 

Keeps Mobile Content Secure

Offline access in remote environments

Multi-factor authentication

Central mobile policy deployment

Tracking, reporting & analytics



Mobile Productivity Requirements

Optimized with Colligo

• Create, Share & Discover SharePoint Content 

• “Single Pane of Glass” for Server & Online

• Offline Access, Editing & Authoring

• Editing of Content Through Native Applications

• Engaging Apps that Drive Instant Adoption



Information Governance Requirements

Made Mobile with Colligo

• Mobile Records Management Across Devices

• Content Type Selection to Apply Retention Policies

• Managed Metadata Application for Content Classification

• Push Content & Policies to Devices 

• Reporting & Analytics on User Activities



Security Requirements

Made Mobile with Colligo

• AD & Sophisticated Multi-Factor Authentication

• Remote Wipe, Blacklist, Disable “Open In” & Printing 

• Audit Trail Aids Data Loss Prevention & Identification

• Passcode Enabled with Automatic Data Deletion

• Encryption In Transit & At Rest



Q&A



Questions?


